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access to knowledge and services.Dependence on streaming.

Increasing use of wearables for medical assistance.

Increased opportunities for 24-hour 

behind technological developm
ents

International regulation continues to lag 

Complications surrounding data ownership.

Full dependence on electricity for internet and technology 

w
ill put pressure on critical infrastructure.

Standardisation w
ill o�er opportunities for 

greater protection of critical infrastructure.

Increased focus on cybersecurity aspects of 

intelligent m
obility system

s.

Economies of scale will lead to uniform security
 mechanisms.

Data protection will b
e key to

 

remaining competitiv
e.

Dependence on a limited number of partie
s will 

put pressure on resilience.
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Desire to reduce mutual dependence (on power blocks)

 will lead to greater variety in technologies.

Due to
 th

e increased relevance of privacy and other legislation, 

suppliers are increasingly assessed more critically for 

compliance (with these frameworks).
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boosted further.

Status of cybersecurity professionals w
ill be 

Interests

Cyber compass 2019
Insight in the challenges ahead is important for organizations to remain digitally resilient.

With foresights on the eight themes provided by the cyber compass, organizations gain a tool 
to anticipate and act on these challenges and be�er prepare for cyber issues.
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